# Executive Summary

The purpose of this vulnerability scan is to gather data on Windows and Linux Operating systems, as well as user accounts in the **“ClientDomains”** domain in the 10.10.1.1/24 subnet. Of the hosts identified, 30 user accounts and 30 systems were found to be active and were scanned.

# Scan Results

Results from the raw scan will be provided upon delivery.

# Findings

After examining the file I noticed that 10 of the 30 accounts were not compliant. I also noticed that the last system update for Windows XP was on July 20, 2013.

# Remediation

Rotating passwords for users with non-compliant passwords will improve compliance by 33%.